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Data Protection Statement as well as Information for the Data Subjects 
in accordance with Articles 13 and 14 of the EU General Data Protection 

Regulation 
 
(28th of June 2024) 
 

I. General Information  

1. Scope of application and general information on data processing 

1.1 This data protection notice applies to the processing of personal data by OLYMP Stores KG and OLYMP 

Digital KG, which each have their address at Höpfigheimer Straße 19, 74321 Bietigheim-Bissingen, 

Germany. 

1.2 The processing of personal data of the customers of our OLYMP stores is governed by the general data 

protection notice in this data protection statement as well as by the particular details provided in Part 

II. The controller within the meaning of Art. 4 EU General Data Protection Regulation (GDPR) is OLYMP 

Stores KG, Höpfigheimer Str. 19, 74321 Bietigheim-Bissingen, datenschutz@olymp.com.  

1.3 Use of the website www.olymp.com and of the services and offers provided thereon is governed by 

the general data protection notice in this data protection statement as well as by the special terms and 

conditions in Part III. This website is offered by OLYMP Digital KG, Höpfigheimer Str. 19, 74321 

Bietigheim-Bissingen, service.en@olymp.com, which acts as the controller within the meaning of Art. 

4 GDPR. Exceptions are explained in this data protection statement. 

1.4 Where you have consented to having your data processed jointly by the OLYMP Companies or there 

is some other legal basis for the joint processing of your data by these companies, these companies 

are joint controllers within the meaning of Art. 26 GDPR. The general data protection notice, in 

particular Section 3, applies. By "OLYMP Companies" we mean the companies belonging to the OLYMP 

Group that operate our retail stores (OLYMP Stores KG in Germany, Shirthouse Stores GmbH in the 

Netherlands and Italy, Shirthouse Handels GmbH & Co. KG in Austria, Shirthouse Hungary Bt. in 

Hungary and Shirthouse Switzerland GmbH in Switzerland) and the companies belonging to the OLYMP 

Group that operate our online stores (OLYMP Digital KG, operates our online store OLYMP.COM). 

1.5 You can contact our Data Protection Officer by email at datenschutz@olymp.com or by writing to our 

postal address, adding the words: "The Data Protection Office". 

1.6 The protection of your personal data is important to us, above all for safeguarding your right of privacy 

in connection with the processing and use of this information. Personal data are processed in 

accordance with the provisions of the GDPR. 

2. Duration of storage 

mailto:datenschutz@olymp.com
http://www.olymp.com/
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Your data will be used only as long as necessary for the existing customer relationship, unless you have 

given us your consent, or we have a legitimate interest in further processing. In these cases, we shall 

process your data until you revoke your consent or object to our legitimate interests. Regardless of the 

foregoing, we shall, in certain circumstances, be obliged under provisions of commercial and fiscal law 

to store your address details, payment details and order details for a period of ten years. 

3. OLYMP Companies (please see section 1.4) as joint controllers 

3.1 For the cases described in sections 3.2 to 3.4, in which the OLYMP Companies (please see section 1.4) 

are joint controllers for the data processing, an agreement under Art. 26 (1), sentence 2 GDPR has been 

concluded. This agreement essentially provides as follows: 

  The OLYMP Companies (please see section 1.4) closely collaborate in the course of the processing of 

customer data. This also concerns the processing of your personal data. The Parties have jointly 

defined the purposes and means of this processing. Therefore, they are, under Art. 26 GDPR, jointly 

responsible for the protection of your personal data as regards storage, organisation and use.  

 In this respect, one of the Parties will collect the data and store the data in the joint customer data 

pool for further use. The Parties will use the data only within the scope permissible by law for 

handling contracts, taking steps prior to entering into a contract, for marketing purposes and/or for 

analysing and improving their services offered. 

 As part of their joint responsibility under data protection law, the OLYMP Companies (please see 

section 1.4) have agreed upon which of them will comply with which duties under the GDPR. In 

particular, this concerns exercise of the data subjects' rights and compliance with the duties to 

inform under Articles 13 and 14 GDPR. 

 The OLYMP Companies (please see section 1.4) shall make available to you, as the data subject, the 

information required pursuant to Articles 13 and 14 of the GDPR in a precise, transparent, 

comprehensible and easily accessible form in clear and simple language free of charge. Essentially, 

the information will be made available by means of this data protection statement. The Parties will, 

without delay, mutually inform each other of legal positions asserted by data subjects. They will 

make available to each other all information necessary for answering any requests for information.

Data privacy rights may be asserted in relation to both Parties. The Parties have agreed that you, as 

the data subject, will receive the information from the body where the rights were asserted. 

3.2 OLYMP INSIDER 

 Where you have registered for OLYMP INSIDER, we shall use your data in accordance with the following 

consent (Art. 6 (1) a) GDPR): 

 I hereby agree that the data provided by me will be processed by the OLYMP Companies (please see 

section 1.4, hereinafter jointly "OLYMP") for marketing, information and market research purposes. 
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 For carrying out certain services, my data will be passed on to commissioned companies in the course 

of the rendering of the services. I can gather from OLYMP's data protection statement detailed 

information on data protection and the safeguarding of the data subjects' rights in accordance with 

Art. 13 GDPR. The data protection statement is on display in printed form at the OLYMP store and 

can also be viewed at www.olymp.com/datenschutz. 

 By marking these fields with a cross, I agree to receiving by 

 email        telephone        SMS 

 information on products, exclusive offers and campaigns, current trends and styles, invitations to 

participate in customer surveys and product ratings, as well as news concerning OLYMP. 

 Furthermore, I agree to receiving by post information on products, exclusive offers and campaigns, 

current trends and styles, invitations to participate in customer surveys and product ratings, as well 

as news concerning OLYMP. 

 I hereby consent to processing for the aforementioned purposes by OLYMP. I consent that OLYMP 

open and click rates will be analysed in the case of email marketing and be evaluated for needs-

based marketing. I may revoke my consent at any time, also partially, with effect for the future. I can 

submit a revocation request by post to OLYMP, reference: Datenschutzbeauftragter (Data Protection 

Officer), Höpfigheimer Straße 19, 74321 Bietigheim-Bissingen, Germany, or by email to 

datenschutz@olymp.com. 

 The following mandatory details will be included: your title, surname, email address and confirmation 

that you have taken note of the data protection notice. The provision of any other data separately 

marked is voluntary, and such data provided will be used for addressing you personally. Subject to your 

consent, the data provided by you will be stored by us for marketing purposes (the legal basis being 

Art. 6 (1), sentence 1, a) GDPR). If you wish to be contacted by us for this purpose, please choose the 

respective desired form of contact. We shall contact you by post and - depending upon your selection 

- also by email, telephone or SMS. If you do not wish to be contacted by post, please cross out the 

sentence: "Furthermore, I agree to receiving by post information on products, exclusive offers and 

campaigns, current trends and styles, invitations to participate in customer surveys and product ratings, 

as well as news concerning OLYMP". We shall then not send you any advertising by post. You may also 

state that you do not wish to be contacted in any form at all. In this case, you will nevertheless be able 

to take advantage of the benefits of OLYMP INSIDER at the OLYMP stores, e.g. the possibility of 

exchanging without a receipt or of depositing your personal fit and collar size. 

 You can revoke your consent at any time by post to OLYMP, reference: Datenschutzbeauftragter (Data 

Protection Officer), Höpfigheimer Straße 19, 74321 Bietigheim-Bissingen, Germany, or by email to 

datenschutz@olymp.com.  

 In the context of OLYMP INSIDER, please note that, when we send the newsletter, we shall evaluate 

your user behaviour on the basis of your consent (the legal basis being Art. 6 (1), sentence 1, a) GDPR). 

mailto:datenschutz@olymp.com
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For this evaluation, the emails sent will contain so-called web beacons or tracking pixels; these are one-

pixel image files stored on our website. For these evaluations, we shall link the data referred to in Part 

III., subsection 2.1, and the web beacons to your email address. With the data gained in this way, we 

shall create a user profile in order to tailor the newsletter to your individual interests. This will allow 

us to record when you read our newsletter and what links you click on in the newsletter and to deduce 

your personal interests from this. We shall link these data to your customer data. You can object to this 

tracking at any time for the future by sending your objection to us at service.en@olymp.com. 

 For sending emails, we use the customer relationship management module "Salesforce Marketing 

Cloud" from Salesforce.com Inc., The Landmark@One Market Street, Suite 300, San Francisco, 

California, CA 94105, USA. Salesforce Marketing Cloud is an administrative service for user databases. 

The data are processed in the USA. The appropriate safeguards for data transfer to a third country are 

provided by mandatory internal data protection regulations and the standard data protection clauses; 

further information can be found at 

https://www.salesforce.com/content/dam/web/en_us/www/documents/legal/Agreements/data-

processing-addendum.pdf. The legal basis for use of the Salesforce Marketing Cloud is Art. 6 (1), 

sentence 1, f) GDPR. Further information on the Salesforce Marketing Cloud and on the data processed 

can be found at https://www.salesforce.com/de/company/privacy/.  

3.3 Newsletter 

 If you register for the newsletter outside of the OLYMP INSIDER programme, in particular via our 

website www.olymp.com, this will be based on the following consent: 

 I hereby agree that the data provided by me will be processed by the OLYMP Companies (please see 

section 1.4, hereinafter jointly "OLYMP") for marketing, information and market research purposes 

by email.  

 By subscribing to the newsletter, I agree to receiving by email information on products, exclusive 

offers and campaigns, current trends and styles, invitations to participate in customer surveys and 

product ratings, as well as news concerning OLYMP. I consent that OLYMP open and click rates as 

well as my buying behaviour will be analysed and be evaluated for needs-based marketing. 

 For carrying out certain services, my data will be passed on to commissioned companies in the course 

of the rendering of the services. I can gather from OLYMP's data protection statement detailed 

information on data protection and the safeguarding of the data subjects' rights in accordance with 

Art. 13 GDPR. I may revoke my consent at any time, also partially, with effect for the future. I can 

submit a revocation request by post to OLYMP, reference: Datenschutzbeauftragter (Data Protection 

Officer), Höpfigheimer Straße 19, 74321 Bietigheim-Bissingen, Germany, or by email to 

datenschutz@olymp.com. 

 We need your email address for our newsletter. You can voluntarily state your title, your name, your 

date of birth and the OLYMP store near you. These data will be used for communication with you in 

the context of our newsletter offered. If you additionally receive advertising from us via other 

mailto:service.en@olymp.com
https://www.salesforce.com/content/dam/web/en_us/www/documents/legal/Agreements/data-processing-addendum.pdf
https://www.salesforce.com/content/dam/web/en_us/www/documents/legal/Agreements/data-processing-addendum.pdf
https://www.salesforce.com/de/company/privacy/
http://www.olymp.com/
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communication channels (e.g. by post), the data collected for the newsletter may also be used for 

sending you advertising more in line with your interests. Additionally, the data collected for the 

newsletter may be evaluated by us in combination with other data that we hold. By subscribing to the 

newsletter, you agree that we shall store the aforementioned data for sending the newsletter until you 

unsubscribe from our newsletter. The legal basis for the processing is the consent granted by you in 

the context of the double opt-in procedure. The goods and services advertised will be listed in the 

declaration of consent. The data will not be used beyond this. By unsubscribing, you can revoke your 

consent at any time with effect for the future. You can exercise your right of revocation in the 

newsletter itself or by email to datenschutz@olymp.com. 

 We use the so-called double opt-in procedure for registering for our newsletter. This means that, 

following your registration, we shall send you an email to the email address given, asking you to confirm 

that you wish to receive the newsletter. If you do not confirm your registration within 24 hours, the 

information you provided will be blocked and be automatically erased after one month. Moreover, we 

shall store your respective IP addresses used and the times of registration and confirmation. The 

purpose of the procedure is to enable your registration to be proven and, where applicable, any 

possible misuse of your personal data to be cleared up. 

 Only your email address is mandatory for sending the newsletter. The provision of any other data 

separately marked is voluntary, and such data provided will be used for addressing you personally. 

Following your confirmation, the data you provided will be stored by us for the purpose of sending the 

newsletter (the legal basis being Art. 6 (1), sentence 1, a) GDPR). 

 Please note that, when we send the newsletter, we shall evaluate your user behaviour on the basis of 

your consent (the legal basis being Art. 6 (1) a) GDPR). For this evaluation, the emails sent will contain 

so-called web beacons or tracking pixels; these are one-pixel image files stored on our website. For 

these evaluations, we shall link the data referred to in Part III., subsection 2.1, and the web beacons to 

your email address. With the data gained in this way, we shall create a user profile in order to tailor 

the newsletter to your individual interests. This will allow us to record when you read our newsletter 

and what links you click on in the newsletter and to deduce your personal interests from this. We shall 

link these data to your customer data.  

 You can object to this tracking at any time for the future by sending your objection to us at 

service.en@olymp.com. 

 For sending emails, we use the customer relationship management module "Salesforce Marketing 

Cloud" from Salesforce.com Inc., The Landmark@One Market Street, Suite 300, San Francisco, 

California, CA 94105, USA. Salesforce Marketing Cloud is an administrative service for user databases. 

The data are processed in the USA. The appropriate safeguards for data transfer to a third country are 

provided by mandatory internal data protection regulations and the standard data protection clauses; 

further information can be found at 

https://www.salesforce.com/content/dam/web/en_us/www/documents/legal/Agreements/data-

processing-addendum.pdf. The legal basis for use of the Salesforce Marketing Cloud is Art. 6 (1), 

mailto:datenschutz@olymp.com
mailto:service.en@olymp.com
https://www.salesforce.com/content/dam/web/en_us/www/documents/legal/Agreements/data-processing-addendum.pdf
https://www.salesforce.com/content/dam/web/en_us/www/documents/legal/Agreements/data-processing-addendum.pdf
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sentence 1, f) GDPR. Further information on the Salesforce Marketing Cloud and on the data processed 

is provided at https://www.salesforce.com/de/company/privacy/. 

  If you revoke your consent as a whole and unsubscribe from the newsletter, you will no longer receive 

any newsletters from us. We shall delete from our distribution list the data relating to your newsletter 

registration.  

3.4 "Extended shop counter" (Instore Order) 

 You have the possibility of using our so-called "extended shop counter" (Instore Order) at our local 

OLYMP stores. This enables us to offer you at our local OLYMP stores, via a digital platform, further 

goods in addition to those available in the store and to thus enhance your shopping experience.  

 If you use the extended shop counter (Instore Order) in OLYMP stores in Germany to order goods and 

you provide personal data for this purpose, we (OLYMP Stores KG and OLYMP Digital KG) process this 

data for the purpose of fulfilling the contract, as per Art. 6 p. 1, lit. b of the GDPR.  

 If you use the extended counter (Instore Order) in an OLYMP store in Austria, Shirthouse Handels 

GmbH & Co. KG, contactable at the postal address Peter-Floridan-Gasse 4/2, 7100 Neusiedl am See, 

Austria, processes your personal data as the responsible party. The legal basis for this is Art. 6 p. 1 lit. 

b of the GDPR. If you conclude a purchase via the extended counter (Instore Order), Shirthouse Handels 

GmbH & Co. KG becomes your contractual partner.  

 If you use the extended counter (Instore Order) in an OLYMP store in Italy, France or the Netherlands, 

Shirthouse Stores GmbH, contactable at the postal address Höpfigheimer Strasse 19, 74321 

Bietigheim-Bissingen, Germany, will process your personal data as the responsible party. The legal basis 

for this is Art. 6 p. 1 lit. b of the GDPR. If you conclude a purchase via the extended counter (Instore 

Order), Shirthouse Stores GmbH becomes your contractual partner.  

 If you use the extended counter (Instore Order) in an OLYMP store in Hungary, Shirthouse Hungary 

Bt., contactable at the postal address Corvin u. 16, 9023 Győr, Hungary, processes your personal data 

as the responsible party. The legal basis for this is Art. 6 p. 1 lit. b of the GDPR. If you conclude a 

purchase via the extended counter (Instore Order), Shirthouse Hungary Bt. becomes your contractual 

partner.  

 If you use the extended counter (Instore Order) in an OLYMP store in Switzerland, Shirthouse 

Switzerland GmbH, contactable at the postal address Fashion Fish, Unit One, Parkstrasse 4, 5012 

Schönenwerd, Switzerland, processes your personal data as the responsible party. The legal basis for 

this is Art. 6 p. 1 lit. b of the GDPR. If you conclude a purchase via the extended counter (Instore Order), 

Shirthouse Switzerland GmbH becomes your contractual partner. 

 When registering for the extended counter (Instore Order), you also have the option of consenting (Art. 

6 p. 1 lit. a of the GDPR) to marketing communications via email, telephone and SMS. The OLYMP 

Companies (please see section 1.4) are responsible for these communications and the associated 

https://www.salesforce.com/de/company/privacy/
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processing of your personal data, regardless of where you use the extended counter  (Instore Order). 

Consent is voluntary and can be revoked at any time using the contact details provided above or by 

post to OLYMP, reference: Datenschutzbeauftragter (Data Protection Officer), Höpfigheimer Straße 19, 

74321 Bietigheim-Bissingen, Germany, or by email to datenschutz@olymp.com. Subsection 3.3 applies 

mutatis mutandis to marketing communications via email. 

4. Your rights 

4.1 You have the following rights in relation to us regarding the personal data concerning you: 

–  right of access to your personal data, 

–  right to rectification or erasure, 

–  right to restriction of processing, 

–  right to object to processing, 

–  right to data portability, 

Please direct your written enquiry to OLYMP, Datenschutzbeauftragter (Data Protection Officer), 

Höpfigheimer Str. 19, 74321 Bietigheim-Bissingen, Germany, or to the email address: 

datenschutz@olymp.com. 

4.2  You also have the right to complain to a data privacy authority about our processing of your personal 

data. 

 

II. Data Processing by OLYMP Stores KG 

1. Where you communicate personal data (surname, first name, email address, telephone number, postal 

address) to us either in the context of an enquiry, an order or your purchase at one of our OLYMP 

stores or directly to OLYMP Stores KG, this will generally take place on a voluntary basis. These data 

will be used for handling the contractual relationship or for processing your enquiries or your orders. 

Where questions that need to be cleared up arise in the context of an order, it will be possible to 

contact us by telephone in order to remedy any unclear points and enable the order to be quickly 

processed. The legal basis for this is Art. 6 (1) b) GDPR. 

2. Moreover, your email address provided to us in connection with the sale of a product or service will be 

used by us for the direct email marketing of our own products or services similar to the ones that you 

ordered. You will receive these emails regardless of whether you have subscribed to the newsletter. 

The legal basis for this is Section 7 (3) UWG [Act Against Unfair Competition]. 

mailto:datenschutz@olymp.com.
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 You can object at any time to the sending of these emails, without incurring any further charges apart 

from the cost of sending the objection (e.g. postal charges), either by post to OLYMP Stores KG, 

reference: Data Privacy, Höpfigheimer Straße 19, 74321 Bietigheim-Bissingen, Germany, or by email to 

datenschutz@olymp.com. 

 In the case of direct marketing by email, we shall evaluate your user behaviour. We shall use the 

Salesforce Marketing Cloud for sending the emails. Information on the evaluation of user behaviour 

and on the Salesforce Marketing Cloud can be found in Part I., subsection 3.3 of this statement. 

3. In principle, we shall not pass on to third parties any personal data communicated by you to us. Such 

data will be passed on only  

-  within the scope of the consent granted by you (cf. Part II., Section 2);  

- to commissioned subcontractors in the course of the processing of your enquiries or orders or in 

the course of use of our services; these subcontractors will only receive the data necessary for 

carrying out such order and will use these data only for the specific purpose intended; 

- to service providers in the course of commissioned data processing under Art. 28 GDPR, or  

- to entitled entities in the course of the performance of legal obligations.  

4. As part of our “Click & Reserve” feature, your details will be forwarded to the store you have chosen. 

The legal basis for this is processing of your reservation is Art. 6, para. 1, sub-para. b. of the GDPR. Once 

your reservation has been completed, these details will be deleted again. Your details will remain 

within the OLYMP Group. 

5. “Meet & Click”: When making an appointment by telephone, we need your first name, surname, e-

mail address and telephone number to process the appointment and also in accordance with the 

requirements for contact tracking of the Corona regulations of the federal states. OLYMP is obliged to 

keep this data for four weeks even after the appointment has been completed for possible enquiries 

from authorities, after which it is deleted. 

6. "Stock transfer": For the transfer of an item requested by you, that is not in stock in your store, from 

another store to your store, your data will be processed to process the transfer and deleted again after 

the transfer has been processed; the legal basis is Art. 6, para. 1 sub-para b. of the GDPR. 

7. "Personal Shopping": When making an appointment by telephone, we need your first name, last name, 

e-mail address and telephone number to process the appointment. This data is deleted after four 

weeks. 

III. Data Processing by OLYMP Digital KG 

1. In the context of your use of the website www.olymp.com and of the services and offers provided 

thereon, the following notice additionally applies: 

http://www.olymp.com/
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2. Automated collection and processing of data by the browser 

2.1 As with every website, our server automatically collects the following information and temporarily 

stores it in the server log files transmitted by the browser, unless you have disabled this. If you wish to 

view our website, we shall collect the following data that we technically need for displaying our website 

to you and for ensuring its stability and security (the legal basis being Art. 6 (1) f) GDPR): 

- the IP address of the computer requesting access, 

- the client's file request, 

- the http reply code, 

- the website from which you are visiting us (referrer URL), 

- the time of the server request, 

- the browser type and version, 

- the requesting computer's operating system used. 

No person-related evaluation of the server log files takes place. It is not possible for the provider to 

associate these data with certain persons at any point in time. Nor are these data combined with other 

data sources. 

2.2 We use the Google Tag Manager from Google Inc., 1600 Amphitheatre Parkway, Mountain View, CA 

94043, USA ("Google"). This service enables website tags to be managed via an interface. The Google 

Tool Manager merely implements tags. This means: No cookies are used, and no personal data are 

collected. The Google Tool Manager triggers other tags, which in turn collect data if necessary. 

However, the Google Tag Manager does not access these data. 

2.3 We use the remarketing technology from Google Ads, the advertising platform of Google Inc., 1600 

Amphitheatre Parkway, Mountain View, CA 94043, USA ("Google"). Using pseudonyms, users who have 

visited our website are appealed to again through targeted advertising on the websites of the Google 

partner network. Cookies that enable an Internet browser to be recognised again can be used for this 

purpose (cf. Section 5 in this respect). These usage profiles serve to analyse the visitor behaviour and 

are used for targeted product recommendation and interests-based advertising. The pseudonymised 

usage profiles are not combined with personal data concerning the bearer of the pseudonym without 

the data subject's separate express consent. Where Google transfers data to the USA in this context, 

the appropriate safeguards for data transfer to a third country are provided by the standard data 

protection clauses; further information can be found at 

https://privacy.google.com/businesses/controllerterms/. The legal basis for using Google Ads is your 

consent in accordance with Art. 6 (1), sentence 1, a) GDPR. When you first visit our website, you will 

be asked whether you wish to consent to the placement of cookies that collect personal data. You have 

the choice of granting your consent for all cookies ("Accept" button) or creating user-defined settings 

https://privacy.google.com/businesses/controllerterms/
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under the "Settings" button. By unticking or ticking the box there, you can decide whether to grant 

your consent for certain services or for certain categories of services or to refuse your consent. Consent 

is voluntary. By deselecting a previously ticked box under "Cookie settings" at the bottom of our 

website (so-called footer), you can revoke your consent at any time with effect for the future. 

Alternatively, by activating the disabling link https://www.google.com/settings/ads/plugin from 

Google, you can prevent your data being collected and stored for the purpose of web analysis and 

advertising control. Further information on Google Remarketing, as well as Google's data protection 

statement can be viewed at: http://www.google.com/privacy/ads/ . 

2.4 This website uses Google Analytics, a web analysis service from Google. Google Analytics uses so-called 

"cookies", text files that are stored on your computer and enable your use of the website to be 

analysed. Generally, the information generated by the cookie regarding your use of this website will 

be transferred to a Google server in the USA and be stored there. If IP anonymisation is activated on 

this website, however, your IP address will be truncated beforehand by Google within the Member 

States of the European Union or the European Economic Area. Only in exceptional cases is the full IP 

address transferred to a Google server in the USA and truncated there. On behalf of the operator of 

this website, Google will use this information to analyse your use of the website, compile reports on 

the website activities and provide the website operator with further services relating to use of the 

website and the Internet (such as the remarketing technology from Google Ads described in subsection 

2.2). The IP address transmitted by your browser within Google Analytics will not be combined with 

any other Google data. You can prevent the storage of cookies by setting your browser software 

accordingly. Please note, however, that you may then possibly be unable to fully use all features of this 

website.  

 In view of the discussion about the use of analysis tools with full IP addresses, please note that this 

website uses Google Analytics with the extension "_anonymizeIp()", and, therefore, IP addresses are 

further processed only in truncated form in order to rule out the possibility of these being linked 

directly to individuals.   

 We also use the features of Google Signals in connection with Google Analytics. Via Signals, Google 

makes available reports on cross-device user numbers, as well as on various groups of users, on the 

basis of different device combinations used. To this end, Google uses the data of users who have 

activated the "personalised advertising" option in their Google account settings. Google Signals is used 

only with activated IP anonymisation. This means that the users' IP address is truncated within the 

Member States of the EU and the European Economic Area. As a result of this truncation, it will no 

longer be possible to link your IP address to you personally. It is, therefore, not possible to draw 

conclusions about the identity of an individual user. The website visitor can object at any time to such 

data collection by Google Signals by disabling "personalised advertising" in his Google account: 

https://support.google.com/ads/answer/2662922?hl=de.  

 We use Google Analytics to analyse and regularly improve the use of our website. The statistics 

obtained enable us to improve our services offered and make them more interesting for you as a user. 

In exceptional cases where personal data are transferred to the USA, the appropriate safeguards for 

https://www.google.com/settings/ads/plugin
http://www.google.com/privacy/ads/
https://support.google.com/ads/answer/2662922?hl=de
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data transfer to a third country are provided by the standard data protection clauses; further 

information can be found at https://privacy.google.com/businesses/processorterms/. The legal basis 

is, under Art. 6 (1), f) GDPR, our legitimate interest in being able to analyse and regularly improve the 

use of our website. The statistics obtained enable us to improve our services offered and make them 

more attractive to you as a user.  

 By downloading and installing the browser plug-in available at the following link, you can prevent data 

(including your IP address) generated by such cookie relating to your use of the website from being 

collected and transmitted to Google and being processed by Google: 

http://tools.google.com/dlpage/gaoptout?hl=de.  

 Information on the third-party provider: Google Dublin, Google Ireland Ltd., Gordon House, Barrow 

Street, Dublin 4, Ireland, fax: +33 (1) 436 1001. User terms and conditions: 

http://www.google.com/analytics/terms/de.html, data protection overview: 

http://www.google.de/intl/de/policies/privacy. 

2.5 On this website, we use the service offered by Google Maps. This enables us to show you interactive 

maps, and in particular the "Store Locator", directly on our website, allowing you to conveniently use 

the maps feature. The legal basis for using Google Maps is, in accordance with Art. 6 (1), sentence 1, f) 

GDPR, our legitimate interest in a user-friendly design of our website. You can only activate Google 

Maps on our website if you call up the Store Locator functionality at 

https://www.olymp.com/de_de/company/stores/. No data are transferred to Google beforehand. 

 As a result of your visit to the website, Google will be informed that you have accessed the 

corresponding subsite of our website. Additionally, the data referred to under subsection 2.1 of this 

statement will be transferred. This will happen regardless of whether Google provides a user account 

through which you are logged in, or whether no such user account exists. If you are logged into Google, 

your data will be directly associated with your account. If you do not wish to be associated with your 

profile at Google, you will have to log out before you activate the button. Google will store your data 

in the form of usage profiles and use these data for the purposes of marketing and/or market research 

and/or for tailoring the design of its website to your needs. In particular, such evaluation will (even for 

users not logged in) take place for the purpose of providing advertising tailored to the users' needs and 

in order to notify other users of the social network about your activities on our website. You have the 

right to object to the creation of such user profiles, but you will have to contact Google to exercise that 

right. 

 Further information on the purpose and scope of the collection and processing of data by the plug-in 

provider can be found in Google's data protection statement. There you will also find further 

information on your relevant rights and setting options for protecting your privacy: 

http://www.google.de/intl/de/policies/privacy. Google also processes your personal data in the USA. 

The appropriate safeguards for data transfer to a third country are provided by the standard data 

protection clauses; further information can be found at 

https://privacy.google.com/businesses/controllerterms/.  

https://privacy.google.com/businesses/processorterms/
http://tools.google.com/dlpage/gaoptout?hl=de
http://www.google.com/analytics/terms/de.html
http://www.google.de/intl/de/policies/privacy
https://www.olymp.com/de_de/company/stores/
http://www.google.de/intl/de/policies/privacy
https://privacy.google.com/businesses/controllerterms/
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2.6 We participate in the partner programme of AWIN AG, Otto-Ostrowski-Straße 1A, 10249 Berlin, 

Germany (formerly affilinet GmbH, Sapporobogen 6-8, 80637 Munich, Germany) ("AWIN"), by means 

of which advertisements can be placed. AWIN uses cookies to enable the origin of orders to be 

retraced. AWIN can recognise, inter alia, that you have clicked on the partner link on this website. 

Moreover, information on the order, on revenues and, where applicable, on returns of goods is 

transferred to AWIN in the event of an order. The storage of "AWIN cookies" and the transfer of 

information will take place on the basis of your consent in accordance with Art. 6 (1), sentence 1, a) 

GDPR. When you first visit our website, you will be asked whether you wish to consent to the placement 

of cookies that collect personal data. You have the choice of granting your consent for all cookies 

("Accept" button") or creating user-defined settings under the "Settings" button. By unticking or ticking 

the box there, you can decide whether to grant your consent for certain services or for certain 

categories of services or to refuse your consent. Consent is voluntary. By deselecting a previously ticked 

box under "Cookie settings" at the bottom of our website (so-called footer), you can revoke your 

consent at any time with effect for the future. Further information on the use of data by AWIN can be 

found in the company's data protection statement. 

2.7 We likewise use the retargeting pixel Website Custom Audiences ("Facebook Pixel") from Facebook 

Inc., 1601 South California Avenue, Palo Alto, CA 94304, USA ("Facebook"). With the aid of this pixel, 

an irreversible and non-personal checksum (hash value), which can be transmitted to Facebook for 

marketing and analysis purposes, is generated from your usage data. The Facebook cookie is triggered 

for Website Custom Audiences. The legal basis for using the retargeting pixel is your consent in 

accordance with Art. 6 (1), sentence 1, f) GDPR. When you first visit our website, you will be asked 

whether you wish to consent to the placement of cookies that collect personal data. You have the 

choice of granting your consent for all cookies ("Accept" button) or creating user-defined settings 

under the "Settings" button. By unticking or ticking the box there, you can decide whether to grant 

your consent for certain services or for certain categories of services or to refuse your consent. Consent 

is voluntary. By deselecting a previously ticked box under "Cookie settings" at the bottom of our 

website (so-called footer), you can revoke your consent at any time with effect for the future. Further 

information on the scope and purpose of the collection of the data, the further processing and use of 

the data by Facebook and your setting options for protecting your privacy can be found in Facebook's 

data protection policy accessible, inter alia, at 

https://www.facebook.com/ads/website_custom_audiences/ and at https://de-

de.facebook.com/policy.php. If you do not wish to have your data collected via Custom Audience, or 

you would like to object to the use of Facebook Website Custom Audiences, you can disable this at the 

link https://www.facebook.com/ads/website_custom_audiences/. 

2.8 Furthermore, we use the service from KUPONA GmbH, Kothenbachweg 6, 36041 Fulda ("Kupona"). 

With the aid of this service, we can direct targeted advertising to customers who have previously visited 

our website. With the aid of a cookie, information on your usage behaviour will be collected in 

pseudonymised form for marketing purposes. Kupona will thus be able to analyse your usage behaviour 

and display targeted product recommendations when you visit other websites. The data collected via 

the cookie will not be used to personally identify you as a visitor to our website. Further information 

https://www.awin.com/de/rechtliches/privacy-policy-DACH
https://www.facebook.com/ads/website_custom_audiences/
https://de-de.facebook.com/policy.php
https://de-de.facebook.com/policy.php
https://www.facebook.com/ads/website_custom_audiences/


 

Page 13 of 31 

 

on data protection at Kupona can be found at https://www.kupona.de/datenschutz and at 

https://www.kupona.de/dsgvo/.  

 Kupona, for its part, uses the service Criteo from Criteo GmbH, Gewürzmühlstraße 11, 80538 Munich, 

for rendering the aforementioned service. Criteo is also used for the promotional targeting of persons 

who have previously visited our website. To this end, Criteo uses a cookie that collects information 

concerning your visit to our website. Further information on data protection at Criteo can be found at 

http://www.criteo.com/de/privacy. By clicking on the following link 

(http://www.criteo.com/de/datenschutzrichtlinie) and setting the slider there to "ON" for "Opt out", 

you can prevent information being stored and used by the Criteo service. If you select "ON", a new 

cookie (opt-out cookie) is placed in your browser. This cookie will signal to the Criteo service that Criteo 

is no longer permitted to collect and process data concerning your usage behaviour. You can re-activate 

this feature by setting the slider to "OFF". This setting must be created for every browser used. If you 

have set your browser in such a way that no cookies of any kind are placed, this will also apply to the 

"opt-out cookie". 

 You can prevent the storage of cookies by setting your browser software accordingly. Please note, 

however, that you may then possibly be unable to fully use all features of this website. 

 The legal basis for using Kupona and Criteo is your respective consent in accordance with Art. 6 (1), 

sentence 1, a) GDPR. When you first visit our website, you will be asked whether you wish to consent 

to the placement of cookies that collect personal data. You have the choice of granting your consent 

for all cookies ("Accept" button") or creating user-defined settings under the "Settings" button. By 

unticking or ticking the box there, you can decide whether to grant your consent for certain services or 

for certain categories of services or to refuse your consent. The granting of consent for Criteo is 

independent of consent for Kupona; both are separately mentioned on the cookie banner and can be 

individually controlled. Consent is voluntary. By deselecting a previously ticked box under "Cookie 

settings" at the bottom of our website (so-called footer), you can revoke your consent at any time with 

effect for the future.    

2.9 We likewise use "Bing Ads", a service from the Microsoft Corporation, One Microsoft Way, Redmond, 

WA 98052-6399, USA ("Microsoft"). This service enables us to track users' activities on our website, if 

these users arrived at our website via Bing Ads advertisements. If you reach our website via such 

advertisement, a cookie will be placed on your computer. A Bing tag is integrated into our website. This 

is a code via which, in combination with the cookie, some non-personal data concerning the use of the 

website are stored. These data include, inter alia, time spent on the website, accessed areas of the 

website, and the advertisement via which the users arrived at the website. No information relating to 

your identity will be collected.  The legal basis for using Bing Ads is your consent in accordance with 

Art. 6 (1), sentence 1, a) GDPR. When you first visit our website, you will be asked whether you wish to 

consent to the placement of cookies that collect personal data. You have the choice of granting your 

consent for all cookies ("Accept" button") or creating user-defined settings under the "Settings" button. 

By unticking or ticking the box there, you can decide whether to grant your consent for certain services 

or for certain categories of services or to refuse your consent. Consent is voluntary. By deselecting a 

https://www.kupona.de/datenschutz
https://www.kupona.de/dsgvo/
http://www.criteo.com/de/privacy
http://www.criteo.com/de/datenschutzrichtlinie


 

Page 14 of 31 

 

previously ticked box under "Cookie settings" at the bottom of our website (so-called footer), you can 

revoke your consent at any time with effect for the future. 

 The information collected may also to transferred to Microsoft servers in the USA and be stored there 

for a period invariably no longer than 180 days. Where Microsoft transfers data to the USA in this 

context, permission to transfer data to a third country is subject to your consent; further information 

can be found at https://privacy.microsoft.com/de-de/privacystatement. By disabling the placement of 

cookies, you can prevent the data generated by the cookie relating to your use of the website from 

being collected and processed. This may, however, limit the website’s functionality in certain 

circumstances. In certain circumstances, Microsoft may, by means of so-called cross-device tracking, 

additionally track your usage behaviour across several of your electronic devices, enabling it to insert 

personalised advertising on or in Microsoft websites and apps. You can disable this behaviour at 

http://choice.microsoft.com/de-de/opt-out.  

 Further information on the analysis services from Bing can be found on the Bing Ads website 

(https://ads.microsoft.com/). Further information on data protection at Microsoft and Bing can be 

found in Microsoft's data protection policy (https://privacy.microsoft.com/de-de/privacystatement). 

2.10 For the purpose of size guidance, we offer an online size guide (“Fit Finder”) for assisting you with 

choosing the correct clothing size during the ordering process. The size guide is opened by means of 

the "Size guide" button and is operated by Fit Analytics Innovation GmbH, Rosenthaler Straße 36, 

10178 Berlin, Germany („Fit Analytics“). When using the size guide, you can, on request, submit the 

following data to Fit Analytics in order to obtain a size recommendation:  

- body size, 

- weight, 

- body shape (chest size, waist size), 

- wearing preferences (e.g. "tighter" or "baggier"), 

- age (optional), 

- reference brand and item (optional). 

 These usage data will be collected by Fit Analytics exclusively in anonymous form and be processed 

only for the purpose of calculating for every customer the individually correct clothing size and to 

continually optimise the procedures upon which the recommendations are based. A so-called "session 

cookie" is used for this. This cookie stores the following data: 

- recommended clothing size, 

- session ID (randomised sequence of numbers), 

https://privacy.microsoft.com/de-de/privacystatement
http://choice.microsoft.com/de-de/opt-out
https://ads.microsoft.com/
https://privacy.microsoft.com/de-de/privacystatement
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- time and date stamp, 

- browser type, 

- anonymised IP address (by means of IP masking). 

 The storage of the IP address takes place only in shortened (anonymised) form and is additionally 

encrypted by means of a hashing procedure. It is used exclusively for session recognition and for 

defending against cyber attacks (e.g. DoS attacks). The session cookie has a life of ten days so that 

returning customers can be automatically identified within this period, and they no longer need to re-

enter the data required for the size recommendations. The recommended size can then also be 

displayed directly on the product details page without the size guide having to be opened again.  

 For calculating the recommended size, Fit Analytics additionally uses anonymised purchase and returns 

data collected in our online shop in the course of an order. The data collected, which do not allow any 

conclusions to be drawn about an individual, encompass the following details: 

- time and date stamp of the purchase, 

- order number, 

- product number, 

- clothing size chosen, 

- price (currency where applicable). 

 You can prevent the storage of the session cookie by configuring your web browser accordingly. Further 

information and the contact details for obtaining further information can be found at Privacy Policy 

(fitanalytics.com).   

2.11 For so-called site-wide messages and exit intent layers, our website uses the services from Hello Bar 

LLC, 450 B Street #775, San Diego, CA 92101. Site-wide messages and exit intent layers are particular, 

specially highlighted notifications on our website by means of which we would like to draw your 

attention to certain offers and services. The legal basis for this is your consent in accordance with Art. 

6 (1), sentence 1, (a) GDPR. When you first visit our website, you will be asked whether you wish to 

consent to the placement of cookies that collect personal data. You have the choice of granting your 

consent for all cookies ("Accept" button") or creating user-defined settings under the "Settings" button. 

By unticking or ticking the box there, you can decide whether to grant your consent for certain services 

or for certain categories of services or to refuse your consent. Consent is voluntary. By deselecting a 

previously ticked box under "Cookie settings" at the bottom of our website (so-called footer), you can 

revoke your consent at any time with effect for the future. Information on data protection at Hello Bar 

can be found at https://www.hellobar.com/gdpr/ and at https://www.hellobar.com/privacy-policy/.  

https://www.fitanalytics.com/privacy-policy
https://www.fitanalytics.com/privacy-policy
https://www.hellobar.com/gdpr/
https://www.hellobar.com/privacy-policy/
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2.12 Our website uses the web analysis and optimisation service "Google Optimize" provided by Google LLC, 

1600 Amphitheatre Parkway, Mountain View, CA 94043, USA (hereinafter "Google Optimize"). To 

increase the attractiveness of our website, we use the Google Optimize service by displaying new 

variants, features and content of our website to some of our users and evaluating the change of use. 

Google Optimize is a sub-service of Google Analytics (see subsection 2.3.). 

 Google Optimize uses cookies which enable your use of certain variants of our website to be optimised 

and analysed. Normally, the information generated by these cookies concerning your use of our 

website will be transferred to a Google server in the USA and be stored there. In this respect, we use 

Google Optimize with activated IP anonymisation so that your IP address is truncated beforehand by 

Google within Member States of the European Union or the European Economic Area. Only in 

exceptional cases is the full IP address transferred to a Google server in the USA and truncated there. 

In exceptional cases where personal data are transferred to the USA, the appropriate safeguards for 

data transfer to a third country are provided by the standard data protection clauses; further 

information can be found at https://privacy.google.com/businesses/processorterms/.  

 The legal basis for the data processing is your consent in accordance with Art. 6 (1) a) GDPR. When you 

first visit our website, you will be asked whether you wish to consent to the placement of cookies that 

collect personal data. You have the choice of granting your consent for all cookies ("Accept" button") 

or creating user-defined settings under the "Settings" button. By unticking or ticking the box there, you 

can decide whether to grant your consent for certain services or for certain categories of services or to 

refuse your consent. Consent is voluntary. By deselecting a previously ticked box under "Cookie 

settings" at the bottom of our website (so-called footer), you can revoke your consent at any time with 

effect for the future. 

 You can prevent the storage of these cookies also by setting your Internet browser accordingly. Further 

information on the collection and processing of data by Google can be gathered from Google's data 

protection notice accessible at http://www.google.com/policies/privacy. 

2.13 We integrate the feature ReCaptcha from Google for recognising bots, e.g. in the case of entries in 

online forms. The legal basis for our legitimate interest is avoiding misuse of our web service (Art. 6 (1) 

f) GDPR). Further information on the purpose and scope of the collection and processing of data by 

Google ReCaptcha can be found in the data protection statement: 

https://www.google.com/policies/privacy/; you can opt out from any tracking via: 

https://adssettings.google.com/authenticated. There you will also find further information on your 

relevant rights and setting options for protecting your privacy: 

http://www.google.de/intl/de/policies/privacy. Google also processes your personal data in the USA. 

The appropriate safeguards for data transfer to a third country are provided by the standard data 

protection clauses; further information can be found at 

https://privacy.google.com/businesses/controllerterms/. 

2.14 We use the service Usercentrics from Usercentrics GmbH, Rosental 4, 80331 Munich, Germany 

("Usercentrics") for complying with our obligations under data protection law, in particular for 

https://privacy.google.com/businesses/processorterms/
http://www.google.com/policies/privacy
https://www.google.com/policies/privacy/
https://adssettings.google.com/authenticated
http://www.google.de/intl/de/policies/privacy
https://privacy.google.com/businesses/controllerterms/
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managing and controlling the automated processing of data as well as consents under data protection 

law. This service helps us to obtain, as required by law, consents for cookies and tracking. The 

Usercentrics script is automatically loaded when our website is visited. A window (so-called "cookie 

banner") in which you can generally grant your consent to the use of cookies, or create user-defined 

settings, will be opened when you first visit. Usercentrics will store this selection and then load further 

cookies in accordance with your consent or other legal bases. The cookie banner will no longer open 

when you make further visits. Instead, Usercentrics will immediately load the cookies commensurate 

with the selection you made during your first visit. You can change this selection at any time under 

"Cookie settings" at the bottom of our website (so-called footer) with effect for the future.  

 Usercentrics records the date and time of your visit, device information, browser information, your 

consent ID as well as information on your selection in the data privacy settings. Where these data allow 

conclusions to be drawn regarding your person, Usercentrics will not use these data for its own 

purposes and will process these data exclusively within the European Union. Further information on 

data protection at Usercentrics can be found at https://usercentrics.com/de/datenschutzerklaerung/.  

 The legal basis for using Usercentrics is Art. 6 (1) c) GDPR, as this use is necessary for complying with 

our statutory duties in connection with data protection, in particular the GDPR. As a further legal basis, 

there is also a legitimate interest therein within the meaning of Art. 6 (1) f) GDPR. 

2.15  We collaborate with the platform "Unidays" from Myunidays Ltd, 2 Castle Boulevard, NG7 2FB, 

Nottingham, United Kingdom. Unidays is a platform that offers exclusive benefits for students. As a 

student, you can obtain via Unidays a discount code that you can redeem in the OLYMP online shop. 

We do not receive any personal data from Unidays in this respect. We shall only be able to associate a 

discount code with you if you use the discount code in our online shop and provide your details in the 

course thereof. In our online shop, however, it is registered when a discount code from Unidays is 

redeemed. We report the purchase to Unidays, quoting the discount code. Unidays can associate the 

discount code with its users. For Unidays, therefore, the discount codes are personal data. If an order 

is returned, we notify Unidays of the scope of the returns, quoting the discount code.  

The legal basis for the reporting of purchases and returns to Unidays, quoting the discount code, are 

your membership at Unidays and your purchase from us in accordance with Art. 6 (1) b) GDPR.  

Further information on data protection at Unidays can be found at 

https://www.myunidays.com/LK/en-GB/privacy-policy.  

2.16 This website uses functions of the Google service called Campaign Manager, in particular, the 

Floodlight function. The provider is Google LLC, 1600 Amphitheatre Parkway, Mountain View, CA 

94043, U.S.A. 

 Campaign Manager is used to display ads in line with users’ interests throughout Google’s advertising 

network. Ads can be adjusted to any user’s interests in a targeted manner with the help of Campaign 

Manager. For example, our ads can be displayed in Google search results or in banners on third-party 

websites connected to Campaign Manager. To facilitate the display of ads in line with a user’s interests, 

https://usercentrics.com/de/datenschutzerklaerung/
https://www.myunidays.com/LK/en-GB/privacy-policy
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Campaign Manager must be able to recognize the user. To this end, a cookie is saved in the user’s 

browser. The cookie contains information on the websites the user visits, the user’s clicks, and diverse 

other types of information. This information is assembled in a pseudonymized user profile so interest-

specific ads can be displayed to the user. During this process, data is transmitted to Google. Where 

personal data are transferred to the USA, the appropriate safeguards for data transfer to a third 

country are provided by the standard data protection clauses; further information can be found at 

https://privacy.google.com/businesses/processorterms/. 

 Floodlight is a conversion tracking system used to measure the effectiveness of advertising measures. 

Using a cookie we can determine whether you executed specific actions on our website after you 

clicked on one of our ads in Google or on a third-party website. 

 Cookies are saved and personal data is processed based on consent pursuant to Art. 6 1 p. 1 lit. a of 

the GDPR. During your first visit to our website you will be asked if you consent to our saving of cookies 

that record your personal data. You can give consent for all cookies to be saved (Accept button) or you 

can define personalized settings (Settings button). Also, you can put a checkmark in the respective box 

to give consent to specific services or specific categories of services or you can withhold your consent. 

Your consent is voluntary and under Cookie Settings in the bottom of our website (footer) you can 

uncheck the box to prevent the saving of cookies in the future.  

In addition, you can deactivate personalized ads under Settings for Ads in Google 

(https://www.google.com/settings/ads) and you will not receive any more personalized ads via any 

Google services. For more information on your options to object to ads displayed by Google, please go 

to these links: https://policies.google.com/technologies/partner-sites and 

https://policies.google.com/privacy. 

2.17  KUPONA Retargeting 

 

This website uses features from KUPONA. The provider is KUPONA GmbH, Kothenbachweg 6, 36041 
Fulda, Germany (hereinafter "KUPONA"). 
KUPONA will be used to show you, within the KUPONA advertising network, advertisements relating 
to your interests. Your interests will be ascertained on the basis of your previous usage behaviour. In 
this respect, KUPONA will, for example, record which products you have looked at, have put in the 
shopping basket or have purchased. Further details relating to the data collected by KUPONA can be 
found here: 

 

https://www.kupona.de/dsgvo/#datenschutzverordnung 

 

In order to be able to show you advertising relating to your interests, we or other KUPONA partners 
need to be able to recognise you. To this end, a cookie will be stored on your device, or a comparable 
indicator linking your user behaviour to a pseudonymous user profile will be used. Details relating 
hereto can be gathered from KUPONA's Data Protection Statement at: 

 
https://www.kupona.de/dsgvo/#datenschutzverordnung 

 

https://privacy.google.com/businesses/processorterms/
https://www.google.com/settings/ads
https://policies.google.com/technologies/partner-sites
https://policies.google.com/privacy
https://www.kupona.de/dsgvo/#datenschutzverordnung
https://www.kupona.de/dsgvo/#datenschutzverordnung
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KUPONA uses the following subcontractors / technologies:  
 

 

 

Some of the companies involved in the processing have their registered office outside of the EU (the 
respective registered office is noted, insofar as these are named). Insofar as data are transferred to 
these companies, an EU Commission adequacy decision exists, or so-called EU standard contractual 
clauses (can be requested from KUPONA for viewing if need be) legitimising the third-country transfer 
have been agreed upon. A transition period up to the end of 2020 during which transfers to the United 
Kingdom will not be deemed to be transfers to a third country has been agreed upon with the United 
Kingdom. 
Depending upon the data processing company, your personal data and the KUPONA cookies stored in 
your browser will be stored for a maximum of 30 to 180 days from the date of collection. 
KUPONA will use your personal data only with your consent on the basis of Art. 6 (1a) GDPR; the 
consent is revocable at any time. 
Additionally, it is possible to opt out of the data processing at any time at the following link: 

  

 www.kupona.de/datenschutz/widerspruch. 

2.18 Fredhopper A/B Test Cookie 
 

We work together with the Attraqt Group Plc of 3 Waterhouse Square, 138 Holborn, London, EC1N 
2SW, UK for so-called A/B tests. These tests are used for testing the performance of a product listing 
against that of another group. 
Based on a session ID assigned to the visitor, they can be assigned to one of the two groups. The session 
ID, the customer journey and, if applicable, the opt-out flag are stored in the persistent cookie. It is 
deleted after twelve months or if and when the browser cache is cleared. 
Data processing takes place within the EU. 
The legal basis for processing is your consent (Art. 6 (1) a of the GDPR), which you can revoke at any 
time in the cookie settings. 

 Attraqt’s Privacy Policy can be found here:  https://www.attraqt.com/privacy-policy/. 

Name and address of the subcontractor  Description of the sub-

services  

 

Neory GmbH Brandschachtstraße 2, 44149 Dortmund, Germany 

 

Adserver, data 

management platform  

 

Google DV360, represented by Google LLC ("Google"), Amphitheatre 

Parkway, Mountain View, CA 94043, USA  

 

Demand side platform  

 

Platform 161 Johan Huizingalaan 763a 4th floor, 1066 VH Amsterdam, 

Netherlands  

 

Demand side platform  

 

The UK Trade Desk Ltd, 20 Farringdon Road, London, England EC1M 3HE  

 

Demand side platform  

 

Criteo SA, 32 Rue Blanche, 75009 Paris, France  

 

Demand side platform  

http://www.kupona.de/datenschutz/widerspruch
https://www.attraqt.com/privacy-policy/
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2.19  Amazon Advertising Demand-Side-Platform (DSP) 
 

This website makes use of Amazon Advertising’s Demand-Side-Platform (DSP) functions. The provider 
is Amazon Online Germany GmbH, Marcel-Breuer-Str. 12, 80807 Munich, Germany, and the data is 
processed by Amazon Europe Core S.à.r.l., 38 avenue John F. Kennedy, L-1855 Luxembourg. 
The Amazon Advertising DSP uses its Remarketing Pixel to analyse your user behaviour on our website 
(e.g. clicking on certain products) in order to classify you in certain advertising target groups and then 
display to you suitable advertising messages when you visit other online offers (remarketing or 
retargeting). 
With the help of its Conversion Pixel, we and Amazon can recognise whether a user has carried out 
certain actions. For example, we can evaluate which buttons on our website were clicked how often 
and which products were viewed or purchased particularly frequently. This information is used in 
creating conversion statistics. We find out the total number of users who clicked on our ads and what 
actions they took. We do not receive any information with which we can personally identify users. 
Amazon itself uses cookies or comparable recognition technologies for identification purposes. 
 
More information can be found in Amazon’s Privacy Policy: 
https://www.amazon.de/gp/help/customer/display.html?nodeId=GX7NJQ4ZB8MHFRNJ. 
 
You can object to interest-based advertising on Amazon here: https://www.amazon.de/adprefs. 
 

2.20  Adform 

This website uses the Online Marketing Tool Adform by Adform A/S, Wildersgade 10B, sal. 1, DK-1408 
Copenhagen. Adform uses cookies to display ads relevant to users, improve campaign performance 
reports, or to prevent a user from seeing the same ad more than once. Adform uses a cookie ID to 
track which ads are displayed in which browser and to prevent them from being displayed more than 
once. In addition, Adform may use cookie IDs to collect conversions related to ad requests. This is the 
case, for example, when a user sees an Adform ad and later visits the advertiser's website with the 
same browser and buys something there. 
As a result of the marketing tool used, your browser automatically establishes a direct connection with 
the Adform server. By integrating Adform cookies, Adform receives the information that you have 
called up the relevant part of our website or clicked on an advertisement from us. 
In addition, the Adform cookies used allow us to understand whether you take certain actions on our 
website after accessing or clicking on one of our ads on another platform via Adform (conversion 
tracking). Adform uses this cookie to understand the content you have interacted with on our websites 
so that we can send you targeted advertising later. 
You can prevent your participation in this tracking process in various ways: a) by setting your browser 
software accordingly; in particular by suppressing third-party cookies, you will not receive any ads from 
third-party providers; b) by deactivating cookies from Adform via your browser under 
https://site.adform.com/privacy-center/platform-privacy/opt-out/; c) by setting your cookie 
preferences accordingly. We would like to point out that in this case you may not be able to use all the 
functions of this website to their full extent. 
Further information about Adform is available at https://site.adform.com/ and about data protection 
at Adform in general: https://site.adform.com/privacy-center/overview/ . 
The legal basis is Art. 6 (1) a GDPR. 

https://www.amazon.de/gp/help/customer/display.html?nodeId=GX7NJQ4ZB8MHFRNJ
https://www.amazon.de/adprefs
https://site.adform.com/privacy-center/platform-privacy/opt-out/
https://site.adform.com/
https://site.adform.com/privacy-center/overview/
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2.21 etracker 

 
The provider of this website uses services from etracker GmbH, Erste Brunnenstraße 1, 20459 
Hamburg, Germany (https://www.etracker.com) to analyse usage data. As a standard feature, we do 
not use cookies for web analysis. Insofar as we use analysis and optimisation cookies, we obtain your 
explicit consent separately in advance. If this is the case and you consent, cookies are used to enable 
a statistical coverage analysis of this website and a measurement of the success of our online 
marketing initiatives as well as our test procedures, e.g. to test and optimise different versions of our 
online offer or its components. Cookies are small text files that are stored by the internet browser on 
a user’s terminal device. etracker cookies do not contain any information that enables a user to be 
identified. 
 
The data generated by etracker is processed and stored by etracker on behalf of the provider of this 
website exclusively in Germany and is therefore subject to strict German and European data protection 
laws and standards. etracker has been independently audited, certified and awarded the Data 
Protection Seal of Approval in this respect (https://www.eprivacy.eu/kunden/vergebene-
siegel/firma/etracker-gmbh/).  
 
Data processing is carried out on the basis of the legal provisions of Art. 6 (1) f (legitimate interest) of 
the Data Protection Regulation (GDPR). Our concern in terms of the GDPR (legitimate interest) is the 
optimisation of our online offer and our web presence. Since the privacy of our visitors is important to 
us, data that may allow a reference to an individual person, such as the IP address and login or device 
identifiers, are anonymised or pseudonymised as soon as possible. No other use is made of the data, 
nor is it merged with other data or passed on to third parties.  
 
You can object to the aforementioned data processing at any time. Your objection will have no adverse 
consequences.  
 
Further information on data protection at etracker can be found 
https://www.etracker.com/datenschutz/here. 

 
2.22 Instagram 
 
 We have integrated functions of the public media platform Instagram into this website. These 

functions are being offered by Meta Platforms Ireland Limited, 4 Grand Canal Square, Grand Canal 
Harbour, Dublin 2, Ireland. 

 
 If the social media element has been activated, a direct connection between your device and 

Instagram’s server will be established. As a result, Instagram will receive information on your visit to 
this website. 

 
 If you are logged into your Instagram account, you may click the Instagram button to link contents 

from this website to your Instagram profile. This enables Instagram to allocate your visit to this website 
to your user account. We have to point out that we as the provider of the website and its pages do not 
have any knowledge of the content of the data transferred and its use by Instagram. 

 

https://www.etracker.com/
https://www.eprivacy.eu/kunden/vergebene-siegel/firma/etracker-gmbh/
https://www.eprivacy.eu/kunden/vergebene-siegel/firma/etracker-gmbh/
https://www.etracker.com/datenschutz/here
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 If your approval (consent) has been obtained the use of the abovementioned service shall occur on the 
basis of Art. 6 (1) a GDPR and § 25 TTDSG (German Telecommunications Act). Such consent may be 
revoked at any time. If your consent was not obtained, the use of the service will occur on the basis of 
our legitimate interest in making our information as comprehensively visible as possible on social 
media. 

 
 Insofar as personal data is collected on our website with the help of the tool described here and 

forwarded to Facebook or Instagram, we and Meta Platforms Ireland Limited, 4 Grand Canal Square, 
Grand Canal Harbour, Dublin 2, Ireland are jointly responsible for this data processing (Art. 26 GDPR). 
The joint responsibility is limited exclusively to the collection of the data and its forwarding to 
Facebook or Instagram. The processing by Facebook or Instagram that takes place after the onward 
transfer is not part of the joint responsibility. The obligations incumbent on us jointly have been set 
out in a joint processing agreement. The wording of the agreement can be found under: 
https://www.facebook.com/legal/controller_addendum. According to this agreement, we are 
responsible for providing the privacy information when using the Facebook or Instagram tool and for 
the privacy-secure implementation of the tool on our website. Facebook is responsible for the data 
security of Facebook or Instagram products. You can assert data subject rights (e.g., requests for 
information) regarding data processed by Facebook or Instagram directly with Facebook. If you assert 
the data subject rights with us, we are obliged to forward them to Facebook. 

 
 Data transmission to the US is based on the Standard Contractual Clauses (SCC) of the European 

Commission. Details can be found here: 
 https://www.facebook.com/legal/EU_data_transfer_addendum, 
 https://help.instagram.com/519522125107875 and 
 https://de-de.facebook.com/help/566994660333381. 
 
 For more information on this subject, please consult Instagram’s Data Privacy Declaration at: 
 https://instagram.com/about/legal/privacy/. 
 
2.23 zenloop 
 
 We work together with zenloop GmbH, Erich-Weinert-Strasse 145, 10409 Berlin, Germany. zenloop is 

a business-to-business software-as-a-service platform that enables us to collect and analyze feedback 
from our customers via various channels. This allows us to align and improve our offering to the needs 
of our customers. In addition, zenloop collects your survey responses. The legal basis for data 
processing by zenloop is Art. 6 (1) f GDPR. We have entered into a commission processing agreement 
with zenloop pursuant to Art. 28 (3) GDPR and are satisfied that zenloop has implemented appropriate 
technical and organizational measures to ensure that the processing is carried out in compliance with 
the requirements of the GDPR and ensures the protection of your rights. For more information, please 
see the privacy policy at https://www.zenloop.com/de/legal/privacy/. For the purposes of customer 
and product reviews by our customers and for our own quality management, we use the personal data 
you provide as part of the purchase, such as the email address, to request a rating of your order via 
the rating system we use. 

 
2.24 Cloudflare 
  

https://www.facebook.com/legal/controller_addendum
https://www.facebook.com/legal/EU_data_transfer_addendum
https://help.instagram.com/519522125107875
https://de-de.facebook.com/help/566994660333381
https://instagram.com/about/legal/privacy/
https://www.zenloop.com/de/legal/privacy/
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 We use the “Cloudflare” service provided by Cloudflare Inc., 101 Townsend St., San Francisco, CA 
 94107, USA. (hereinafter referred to as “Cloudflare”). 
 Cloudflare offers a content delivery network with DNS that is available worldwide. As a result, the 

information transfer that occurs between your browser and our website is technically routed via 
Cloudflare’s network. This enables Cloudflare to analyze data transactions between your browser 
and our website and to work as a filter between our servers and potentially malicious data traffic 
from the Internet. In this context, Cloudflare may also use cookies or other technologies deployed to 
recognize Internet users, which shall, however, only be used for the herein described purpose. 
The use of Cloudflare is based on our legitimate interest in a provision of our website offerings that 

 is as error free and secure as possible (Art. 6 (1) f GDPR). 
 Data transmission to the US is based on the Standard Contractual Clauses (SCC) of the European 
 Commission. Details can be found here: https://www.cloudflare.com/privacypolicy/ . 
 For more information on Cloudflare’s security precautions and data privacy policies, please follow 
 this link: https://www.cloudflare.com/privacypolicy/ . 
 The company is certified in accordance with the “EU-US Data Privacy Framework” (DPF). The DPF is 
 an agreement between the European Union and the US, which is intended to ensure compliance with 
 European data protection standards for data processing in the US. Every company certified under the 
 DPF is obliged to comply with these data protection standards. For more information, please contact 
 the provider under the following link: 
  https://www.dataprivacyframework.gov/s/participant-search/participant 

 detail?contact=true&id=a2zt0000000GnZKAA0&status=Active 
 
2.25  Google Conversion-Tracking 
 

This website uses Google Conversion Tracking. The provider of this service is Google Ireland Limited 
(“Google”), Gordon House, Barrow Street, Dublin 4, Ireland. 
 
With the assistance of Google Conversion Tracking, we are in a position to recognize whether the 
user has completed certain actions. For instance, we can analyze the how frequently which buttons 
on our website have been clicked and which products are reviewed or purchased with particular 
frequency. The purpose of this information is to compile conversion statistics. We learn how many 
users have clicked on our ads and which actions they have completed. We do not receive any 
information that would allow us to personally identify the users. Google as such uses cookies or 
comparable recognition technologies for identification purposes. 
 
The use of these services occurs on the basis of your consent pursuant to Art. 6 (1) a GDPR and § 25 
(1) TTDSG. You may revoke your consent at any time. 
 
For more information about Google Conversion Tracking, please review Google’s data protection 
policy at: https://policies.google.com/privacy?hl=en  
 
The company is certified in accordance with the “EU-US Data Privacy Framework” (DPF). The DPF is 
an agreement between the European Union and the US, which is intended to ensure compliance with 
European data protection standards for data processing in the US. Every company certified under the 
DPF is obliged to comply with these data protection standards. For more information, please contact 
the provider under the following link: https://www.dataprivacyframework.gov/s/participant-
search/participantdetail?contact=true&id=a2zt000000001L5AAI&status=Active  

https://www.cloudflare.com/privacypolicy/
https://www.cloudflare.com/privacypolicy/
https://www.dataprivacyframework.gov/s/participant-search/participant%20%09detail?contact=true&id=a2zt0000000GnZKAA0&status=Active
https://www.dataprivacyframework.gov/s/participant-search/participant%20%09detail?contact=true&id=a2zt0000000GnZKAA0&status=Active
https://policies.google.com/privacy?hl=en
https://www.dataprivacyframework.gov/s/participant-search/participantdetail?contact=true&id=a2zt000000001L5AAI&status=Active
https://www.dataprivacyframework.gov/s/participant-search/participantdetail?contact=true&id=a2zt000000001L5AAI&status=Active
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2.26  TikTok Pixel 
 

We have integrated TikTok pixel on this website. The provider is TikTok Technology Limited, 10 
Earlsfort Terrace, Dublin, D02 T380, Ireland (hereinafter TikTok). 
 
With the help of TikTok Pixel, we can display interest-based advertisements on TikTok to website 
visitors who have viewed our offers (TikTok Ads). At the same time, TikTok Pixel allows us to 
determine how effective our advertising is on TikTok. This allows us to evaluate the effectiveness of 
the TikTok Ads for statistical and market research purposes and to optimize them for future 
advertising efforts. For this purpose, various usage data are processed, such as IP address, page 
views, time spent, operating system used and origin of the user, information about the ad on which 
a person clicked on TikTok or an event that was triggered (timestamp). This data is summarized in a 
user ID and assigned to the respective end device of the website visitor. 
 
The use of this tool is based on Art. 6 (1) a GDPR and § 25 (1) TTDSG. This consent can be revoked at 
any time. 
 
Data transfer to third-party countries is based on the standard contractual clauses of the EU 
Commission. Details can be found here: https://www.tiktok.com/legal/page/eea/privacy-policy/de-
DE and https://ads.tiktok.com/i18n/official/policy/controller-to-controller 
  
Data processing: 
 
We have concluded a data processing agreement (DPA) for the use of the above-mentioned service. 
This is a contract mandated by data privacy laws that guarantees that they process personal data of 
our website visitors only based on our instructions and in compliance with the GDPR. 

 
2.27  Pinterest-Tag 
 

We have integrated Pinterest-Tag into this website. The provider is Pinterest Europe Ltd., Palmerston 
House, 2nd Floor, Fenian Street, Dublin 2, Ireland. 
 
The purpose of Pinterest-Tag is to record certain actions you perform on our website. Subsequently, 
the data can be used to display promotions to you that meet your interests on our website or on 
another Pinterest-Tag website. 
 
For this purpose, Pinterest-Tag records, among other things, a Tag ID, your location, and the referrer 
URL. Furthermore, action specific data, such as the order value, ordered quantity, order number, the 
category of the purchased item and video views may be recorded. 
 
Pinterest-Tag uses technologies that make the recognition of the user across sites possible, so that 
the user patterns can be analyzed (e.g., cookies or device fingerprinting). 
 
If your approval (consent) has been obtained the use of the abovementioned service shall occur on 
the basis of Art. 6 (1) a GDPR and § 25 TTDSG (German Telecommunications Act). Such consent may 
be revoked at any time. If your consent was not obtained, the use of the service will occur on the 

https://www.tiktok.com/legal/page/eea/privacy-policy/de-DE
https://www.tiktok.com/legal/page/eea/privacy-policy/de-DE
https://ads.tiktok.com/i18n/official/policy/controller-to-controller
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basis of Art. 6 (1) f GDPR; the website operator has a legitimate interest in ensuring the maximum 
effectiveness of the operator’s marketing activities. 
 
Pinterest is an enterprise that does business around the globe, so that data may also be transmitted 
into the United States. Based on Pinterest’s statements, this data transmission is based on the 
standard contractual clauses of the EU Commissions. For details please visit: 
https://policy.pinterest.com/de/privacy-policy  
 
For more Pinterest-Tag information please visit: 
https://help.pinterest.com/de/business/article/track-conversions-with-pinterest-tag  
 
Data processing: 
 
We have concluded a data processing agreement (DPA) for the use of the above-mentioned service. 
This is a contract mandated by data privacy laws that guarantees that they process personal data of 
our website visitors only based on our instructions and in compliance with the GDPR. 

 
2.28  Spotify Pixel 
 

We have integrated Spotify pixel on this website. The provider is Spotify AB, Birger Jarlsgatan 61, 113 
56 Stockholm, Sweden (hereinafter Spotify). 
 
With the help of Spotify Pixel, we can display interest-based advertisements on Spotify to website 
visitors who have viewed our offers (Spotify Ads). At the same time, Spotify Pixel allows us to 
determine how effective our advertising is on Spotify. This allows us to evaluate the effectiveness of 
the Spotify Ads for statistical and market research purposes and to optimize them for future 
advertising efforts. For this purpose, various usage data are processed, such as IP address, page 
views, time spent, operating system used and origin of the user, information about the ad on which 
a person clicked on Spotify or an event that was triggered (timestamp). This data is summarized in a 
user ID and assigned to the respective end device of the website visitor. 
 
The use of this tool is based on Art. 6 (1) a GDPR and § 25 (1) TTDSG. This consent can be revoked at 
any time. 
 
Data transfer to third-party countries is based on the standard contractual clauses of the EU 
Commission. Details can be found here: https://www.spotify.com/uk/legal/privacy-policy/ and 
https://ads.spotify.com/en-GB/ 

 

3. Collection and processing of data communicated voluntarily 

3.1 General contact  

 Where you communicate personal data (surname, first name, email address, postal address) to us 

either by email or via our website, this generally takes place on a voluntary basis. These data will be 

used for handling the contractual relationship, for processing your enquiries or orders (the legal basis 

being Art. 6 (1) b) GDPR) and for our own market or opinion research and for our own advertising by 

post (the legal basis being Art. 6 (1) f) GDPR). The data will not be used beyond this. In particular, the 

https://policy.pinterest.com/de/privacy-policy
https://help.pinterest.com/de/business/article/track-conversions-with-pinterest-tag
https://www.spotify.com/uk/legal/privacy-policy/
https://ads.spotify.com/en-GB/
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data will not be passed on to third parties for the purposes of marketing, market research or opinion 

research. 

3.2 Use of our online shop 

 You can order in our online shop as a guest or create a customer account. 

 Order as a guest: If you wish to place an order in our online shop, it is essential for the conclusion of a 

contract that you provide your personal data needed by us for handling your order. Mandatory details 

necessary for handling contracts are separately marked; the provision of further details is voluntary. 

The data provided by you will be processed by us for handling your order. Where questions that need 

to be cleared up arise in the context of an order, it will be possible to contact us by telephone in order 

to remedy any unclear points and enable the order to be quickly processed. Article 6 (1) b) GDPR is the 

legal basis for this. 

 Customer account: You can voluntarily set up a customer account, which will enable us to store your 

data, such as name and address(es), for subsequent further purchases and you can get an overview of 

your previous orders and returns. You can also store further information there, such as your fit and 

your favourite shop, for future purchases. When a customer account is created, the data provided by 

you for creating the account will be revocably stored. You can always adapt all further data in the 

customer area. If you wish to have your customer account deleted, please send an email to 

service.en@olymp.com.  

 In the course of payment processing, your data will be passed on to our payment service providers 

PAYONE GmbH, Lyoner Straße 9, 60528 Frankfurt am Main, Germany and, in the case of payment using 

Paypal, to PayPal (Europe) S.à.r.l. et Cie, S.C.A., 22-24 Boulevard Royal, L-2449 Luxembourg, 

Luxembourg (the legal basis being Art. 6 (1), b) GDPR). If you choose the payment method iDEAL, the 

payment is carried out by our service provider PAYONE GmbH, Lyoner Straße 9, 60528 Frankfurt am 

Main. PAYONE collects your payment details and forwards them to your bank's online banking 

environment, where you can log on and then confirm the payment. The legal basis for this data 

processing is Art. 6 (1) b) GDPR. OLYMP is not informed and does not receive access to your payment 

details, but merely receives confirmation from your bank when a payment has been successfully 

carried out. A credit check is not carried out in the case of the payment method iDEAL. 

 "Click & Collect": If you order in our online shop, you can also have your order delivered to one of our 

OLYMP Stores and collect it there (or have it collected by an authorised person). In order to process 

such orders, your order data will be passed on by OLYMP Digital KG to the relevant store, i.e. OLYMP 

Stores KG, Shirthouse Stores GmbH, Shirthouse Handels GmbH & Co. KG or Shirthouse Hungary Bt. 

3.3 KLARNA INVOICE 

 On the basis of the following declaration of consent (Art. 6 (1) a) GDPR), you can carry out a purchase 

on account via the payment service provider Klarna: 

mailto:service.en@olymp.com
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 By deciding on Klarna invoice as the payment option, you consent that we shall collect and transfer to 

Klarna AB, Sveavägen 46, 11134 Stockholm, Sweden (hereinafter called "Klarna") the personal data 

necessary for handling the purchase on account, and you consent to an identity and credit check. These 

personal data will include your first name and surname, address, date of birth, gender, email address, 

IP address, telephone number as well as the order-related data necessary for handling the purchase 

on account, such as the number of items, item number, invoice amount and tax as a percentage.  

 These data will be transferred so that Klarna can create an invoice for handling your purchase with the 

invoice processing of your choice and can carry out an identity and credit check. In this respect, Klarna 

has, in accordance with the Bundesdatenschutzgesetz [German Federal Data Protection Act], a 

legitimate interest in transferring the buyer's personal data and needs these data in order to obtain 

information from credit reference agencies for the purpose of identity and credit checking. Such credit 

reference agencies may include the following:  

 In Germany 

 - Schufa Holding AG, Kormoranweg 5, 65203 Wiesbaden 

 - Bürgel Wirtschaftsinformationen GmbH & Co. KG, Postfach 5001 66, 22701 Hamburg 

 - Creditreform Boniversum GmbH, Hellersbergstraße 11, 41460 Neuss; 

 - Deltavista GmbH, Freisinger Landstr. 74, 80939 Munich; 

 -Arvato infoscore Consumer Data GmbH, Rheinstraße 99, 76532 Baden-Baden; 

 In Austria 

 - CRIF GmbH, Diefenbachgasse 35, A-1150, Vienna 

 In Holland 

 - Experian B.V., Postbus 13128, 2501 EC Den Haag, 

 - BKR, Dodewaardlaan 1, 4006 EA Tiel, 

 - FOCUM, Postbus 768, 8000 AT Zwolle 

 In the course of deciding on whether to establish, carry out or end the contractual relations, Klarna 

collects and uses, apart from verifying the address, also information on the buyer's payment history as 

well as probability values (scores) relating to future payment behaviour. Klarna calculates these scores 

on the basis of a scientifically recognised mathematical and statistical procedure. Klarna will, inter alia, 

also use your address details for this. If this calculation shows that you are not credit-worthy, Klarna 

will immediately inform you thereof.  



 

Page 28 of 31 

 

 Further information can be found in Klarna's data protection policy accessible for Germany  

here, for Austria here and for Holland here. 

In relation to Klarna, you can revoke at any time your consent to the use of personal data. However, 

Klarna may possibly remain entitled to process, use and transfer personal data insofar as this is 

necessary for the contractual processing of payments by Klarna' services, is legally stipulated or is 

required by a court or a public authority.  

Of course, you can obtain at any time information on the personal data stored by Klarna. If you, as the 

buyer, wish to do so or wish to inform Klarna of changes regarding your data stored, you can contact 

Klarna at datenschutz@klarna.de/ 

datenschutz@klarna.at/ dataprotectie@klarna.nl.  

3.4 Direct advertising by E-Mail 

 Moreover, your email address provided to us in connection with the sale of a product or service will be 

used by us for the direct email marketing of our own products or services similar to the ones that you 

ordered. You will receive these emails regardless of whether you have subscribed to the newsletter. 

The legal basis for this is Section 7 (3) UWG [Act Against Unfair Competition]. 

 You can object at any time to the sending of these emails, without incurring any further charges apart 

from the cost of sending the objection (e.g. postal charges), either by post to OLYMP Digital KG, 

reference: Data Privacy, Höpfigheimer Straße 19, 74321 Bietigheim-Bissingen, Germany, or by email to 

datenschutz@olymp.com. 

 In the case of direct marketing by email, we shall evaluate your user behaviour. We shall use the 

Salesforce Marketing Cloud for sending the emails. Information on the evaluation of user behaviour 

and on the Salesforce Marketing Cloud can be found in Part I., subsection 3.3 of this statement. 

3.5 Application portal 

 Within our application portal, you can submit an application speculatively or in response to specific job 

offers. We offer you the possibility of using our application portal for this. Your data (title, name, email 

address, postal address, contact details, nationality, date of birth, qualifications, photograph, 

application documents) will be processed only within the scope of the respective job advertisement 

(Art. 6 (1) b) GDPR, Section 26 BDSG [German Federal Data Protection Act]) or within the scope of your 

consent to use for further job offers (Art. 6 (1) a) GDPR). In the input form, only the fields marked with 

a red asterisk are necessary for your application.  

 For processing the application, the application will be sent to the Olymp company advertising the 

specific job. This company is named at the bottom of every job advertisement. If you select the 

"speculative application" option, or if you answer "Yes" for the "applicant pool" option in the context 

of an application in response to a specific job advertisement, your application may be additionally sent 

https://cdn.klarna.com/1.0/shared/content/policy/data/de_de/data_protection.pdf
https://cdn.klarna.com/1.0/shared/content/policy/data/de_at/data_protection.pdf
https://cdn.klarna.com/1.0/shared/content/policy/data/nl_nl/data_protection.pdf
mailto:datenschutz@klarna.de
mailto:datenschutz@klarna.at
mailto:dataprotectie@klarna.nl
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to the following Olymp companies, acting as the respective controller within the meaning of Art. 4 (7) 

GDPR: 

- OLYMP Bezner KG,  

- OLYMP Retail KG,  

- OLYMP Stores KG,  

- MARVELIS Stores KG, 

- Shirthouse Stores GmbH, 

which can each be contacted at the postal address Höpfigheimer Str. 19, D-74321 Bietigheim-Bissingen, 

Germany, as well as to 

- Shirthouse Handels GmbH & Co. KG, contactable at the postal address Peter-Floridan-Gasse 4/2, 

7100 Neusiedl am See, Austria, 

- Shirthouse Switzerland GmbH, contactable at the postal address Fashion Fish, Unit One, 

Parkstrasse 4, 5012 Schönenwerd, Switzerland. 

You can contact the data protection officers of these companies at the above address, adding the 

words "The Data Protection Officer", or by email at datenschutz@olymp.com. The legal basis for the 

transfer and further processing by these companies is your consent (Art. 6 (1) a) GDPR in conjunction 

with Art. 9 (2) a) GDPR). This consent is voluntary. You can wholly or partly revoke it at any time with 

effect for the future by post or by email to datenschutz@olymp.com. The data submitted by you will 

be processed by the aforementioned companies only for handling the application process. If you have 

selected "Yes" for the "applicant pool" option, we shall additionally store the data for 2 years so that 

the aforementioned Olymp companies can access these data and possibly contact you if there is a 

suitable job vacancy for you. You are entitled to the rights referred to under Part I., Section 3 of this 

data protection statement also in relation to the aforementioned Olymp companies. 

 Notice relating to sensitive data: We expressly point out that applications, in particular CVs, job 

references and other data submitted by you to us, could contain particularly sensitive details 

concerning mental and physical health, racial or ethnic origin, political opinions, religious or 

philosophical convictions, trade union or political party membership or sexuality. 

 If you submit such details to us in your online application, you expressly agree that we may process 

these data for the purpose of processing your application. The processing of these data takes place 

in conformity with this data protection statement and the other relevant legal provisions. 

 If you select "No" when applying for a specific vacancy advertised, the data submitted will be erased in 

the event that your application is rejected, or a negative decision is made concerning your application, 

mailto:datenschutz@olymp.com
mailto:datenschutz@olymp.com
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no earlier than four months after the application procedure has ended. This will not apply where 

statutory provisions conflict with such erasure, or further storage is necessary for purposes of proof. 

 For our application portal, we use software from rexx systems GmbH, Süderstrasse 75-79, 20097 

Hamburg. Our legitimate interest lies in designing the applicant user interface, and any applicant 

management software relating thereto, in an appealing manner. rexx systems GmbH is bound by our 

instructions relating to your data, and we have concluded with it an agreement on commissioned 

processing in accordance with Art. 28 GDPR. 

4. Passing-on of personal data to third parties  

 In principle, we shall not pass on to third parties any personal data that you communicate to us. Such 

data will be passed on only  

-  within the scope of the consent granted by you (cf. Part II., Section 3.5); 

- to commissioned subcontractors in the course of the processing of your enquiries or orders or in 

the course of use of our services; these subcontractors will only receive the data necessary for 

carrying out such order and will use these data only for the specific purpose intended (e.g. 

shipping service providers); 

- to service providers in the course of commissioned data processing under Art. 28 GDPR, or  

- to entitled entities in the course of the performance of legal obligations.  

5. Cookies  

 The website uses its own cookies in order to make the website more user-friendly. Cookies are data 

sets sent by the web server to the user's browser and stored there for subsequent access. In particular, 

the cookies serve to recognise the Internet browser again. Cookies are used for session control and for 

statistical evaluation. These cookies do not contain any personal data of any kind. If you voluntarily 

decide on automatic log-in on the website, your log-in details (email address and password) will be 

stored on your computer in an additional cookie. You can set your browser in such a way that no 

cookies are installed on the hard drive, or cookies already installed are deleted again. To do so, please 

follow the instructions in your browser's Help feature regarding the prevention and deletion of cookies. 

 We use such cookie in order to be able to make available the shopping basket feature in our online 

shop in a technically faultless manner. The legal basis for this is, in accordance with Art. 6 (1) f) GDPR, 

our legitimate interest in being able to offer you a convenient purchasing experience. Additionally, the 

shopping basket feature is, in accordance with Art. 6 (1) b) GDPR, a necessary step to be taken prior to 

entering into a contract. 

 Our website also uses an OLYMP session cookie.  This cookie stores the URI-decoded landing page URL 

for the current session if it contains utm- or gclid parameters.  In the case of active consent for the 

tracking technology “Google Analytics”, the stored landing page URL and referrer URL is transmitted to 
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Google Analytics. The legal basis for the use of the OLYMP session cookie is Art. 6 (1), sentence 1, f) of 

the GDPR. 

 We also use a cookie for load balancing – that is to ensure that a client is always directed to the same 

back end. To do this, the load balancer sets a cookie that notes the back end used. In terms of user 

data, the cookie only contains the client’s IP address.  This is a session cookie. The legal basis is Art. 6 

(1) f) of the GDPR. 

6.  Video integration with Vimeo 

This website uses plugins from the video portal Vimeo. The provider is Vimeo Inc., 555 West 18th 

Street, New York, New York 10011, USA. 

We use Vimeo in "Do not track" mode. Vimeo states that this mode has the effect of preventing the 

player from tracking any data from the playback session. Vimeo also states that this has the same effect 

as enabling a "Do-not-track" header in your browser: https://vimeo.zendesk.com/hc/en-

us/articles/360001494447-Using-Player-Parameters.  

Our use of Vimeo is in the interest of providing an attractive presentation of our online content. This 

represents a legitimate interest within the meaning of Art. 6 (1) (f) of the GDPR. 

For more information on the handling of user data, please refer to the Vimeo privacy policy: 

https://vimeo.com/privacy.  
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